# DISCLOSURE AND PROTECTION OF HEALTH CARE INFORMATION

**What is the Health Insurance Portability and Accountability Act?**

The Health Insurance Portability and Accountability Act (HIPAA) is a detailed federal statute, with related regulations, governing access to, disclosure of, and security of a patient’s health care information. HIPAA contains both a Privacy Rule and a Security Rule with which physicians must comply.[[1]](#footnote-1)

Although the full scope and content of the HIPAA Privacy Rule and Security Rule are beyond the scope of this Guide, physicians and physician groups are well-advised to apprise themselves of the scope and content of the Rules and related regulations and to incorporate their requirements into their practices. The HIPAA Rules and related regulations, among other things:

* Apply to all health information whether electronic, paper or oral.[[2]](#footnote-2)
* Require physicians to designate a privacy officer to assist staff and patients with questions or complaints as well as to ensure compliance with the HIPAA regulations.[[3]](#footnote-3)
* Require physicians to designate a security official who is responsible for the development and implementation of the policies and procedures required to comply with the Security Rule.[[4]](#footnote-4)
* Require physicians to ensure the confidentiality, integrity, and availability of all electronic protected health information that the physician creates, receives, maintains, or transmits.[[5]](#footnote-5)
* Require covered entities to create a Notice of Privacy Practices – a HIPAA mandated notice that informs patients about protected health information and their rights, and explains some of the limits on an entity’s ability to use and disclose this information.[[6]](#footnote-6)
* Requires covered entities to agree to a patient’s request to restrict disclosure of protected health information to a health plan if the disclosure is for payment or health care operations and the patient has paid for the service in full, out of pocket. [[7]](#footnote-7)
* Covered entities and business associates are required to abide by these requests when properly made.[[8]](#footnote-8)

**What constitutes health information, and protected health information, under HIPAA?**

“Health information” is defined to include: any information, whether oral or recorded in any form or medium, that is created or received by a health care provider and relates to the past, present, or future physical or mental health or condition of an individual, the provision of health care to an individual, or the past, present or future payment for the provision of healthcare to an individual.[[9]](#footnote-9)

“Protected health information” (sometimes abbreviated as PHI) is health information, as defined above, that identifies the individual or as to which there is a reasonable basis to believe it could be used to identify the individual, that is transmitted by electronic media, maintained in electronic media, or transmitted or maintained in any other form or medium (with limited exceptions).[[10]](#footnote-10)

**What is the HITECH Act?**

HITECH stands for “Health Information Technology for Economic and Clinical Health,” and it is a law that was designed to both promote the use of electronic records as a tool for care providers, as well as protect patients’ health information. The HITECH Act establishes payments under Medicare and Medicaid to incentivize using technology properly, strengthens enforcement procedures and penalties, and clarifies disclosure requirements.

**What is the GINA?**

GINA stands for the Genetic Information Nondiscrimination Act. The act prohibits the use of genetic information for certain health insurance and employment uses. GINA prohibits group health plans, and health insurers from excluding or requiring higher premiums from individuals based on their genetic information or disposition to developing a disease in the future. It also prevents employers from making hiring and firing decisions based upon an employee’s or candidate’s genetic information.

**What are recent changes to the laws that regulate health information?**

the Department of Health and Human Services (HHS) published a final rule, changing parts of the HIPAA Privacy, Security, Breach Notification, and Enforcement Rules. Some of these are changes required by the HITECH Act or by GINA. These two laws, and the changes adopted by the final rule, reflect the health industry’s growing reliance on electronically stored information, as well as Congress’s concern for patient information to be kept safe.

Notably, HITECH changes HIPAA’s data breach notification requirements, requirements for business associates,[[11]](#footnote-11) restrictions on marketing, revision of the minimum necessary standard, [[12]](#footnote-12)restrictions on the sale of protected health information and Electronic Health Records, requirements for certain requests to restrict use or disclosure of protected health information, provision related to Electronic Health Records, and enhanced enforcement of HIPAA Privacy and Security provisions.

## What is the Uniform Health Care Information Act?

The Uniform Health Care Information Act (UHCIA) is a detailed Washington statute governing access to and disclosure of a patient’s health care information. In 2005, the UHCIA was amended to make the requirements under Washington law more closely aligned with the requirements of HIPAA.

**What constitutes health care information under the UHCIA?**

Under the UHCIA, “health care information” is defined to include any information, whether oral or recorded in any form or medium, that identifies or can readily be associated with the identity of a patient, including a patient’s DNA and sequence of chemical base pairs, and directly relates to the patient’s health care. The term includes any required accounting of disclosures of health care information.[[13]](#footnote-13)

**What kinds of requirements do these health care related laws set forth?**

HIPAA,UHCIA, GINA, and the HITECH Actset forth specific rules for such things as:

* When a health care provider may disclose a patient’s health care information without the patient’s consent.[[14]](#footnote-14)
* What an authorization must contain in order to be valid and permit disclosure of a patient’s health care information.[[15]](#footnote-15)
* What a health care provider must do when a patient asks to examine or copy his or her medical record.[[16]](#footnote-16)
* What a health care provider must do when a patient asks to have his or her medical record amended or corrected.[[17]](#footnote-17)
* When a health care provider may disclose health care information about a patient to an attorney.[[18]](#footnote-18)
* What notice a health care provider must give to patients regarding disclosure of health care information.[[19]](#footnote-19)
* What a health care provider may charge for duplicating or searching a patient’s medical record.[[20]](#footnote-20)

What civil and criminal penalties an entity may face when it misuses or inappropriately discloses PHI.[[21]](#footnote-21)

**Which takes precedence – HIPAA or the UHCIA?**

Where HIPAA and the UHCIA provide different privileges, rights or obligations, the law that affords patients the greater access to their own health care information, the greater rights and remedies, or the greater protection of the privacy and security of their health care information governs.

## When is it appropriate for a physician to disclose a patient’s health care information?

As a general rule under the UHCIA and HIPAA, a physician, an individual assisting a physician in the delivery of health care, or an agent and employee of a physician, may not disclose health care information about a patient to any other person without the patient’s written authorization. See a discussion of exceptions to this general prohibition below. Disclosures made pursuant to a patient’s written authorization must conform to the terms of the authorization.

**What is the “minimum necessary” standard?**

The minimum necessary standard limits the patient information that a covered entity may use, disclose, or request. It directs covered entities to access and disclose the least amount of information possible that will still allow the entity to accomplish a legitimate HIPAA-allowed purpose.[[22]](#footnote-22) The standard does not apply for the purpose of treatment or a disclosure to the patient himself, or as permitted by a valid authorization, compliance with HIPAA, or as required by HHS or other laws.[[23]](#footnote-23)

**What other disclosure restrictions may a patient request?**

Patients have the right to request additional restrictions on how covered entities use and disclose their health information and to whom this information is disclosed, even in the context of treatment, payment and health care operations.[[24]](#footnote-24) New 2013 force a covered entity to comply with such a request in certain circumstances: providers are now required to agree to not disclose information to a patient’s health plan for payment or health care operations activities if the patient pays in full for the services out of pocket.[[25]](#footnote-25)

**Must a covered entity obtain an authorization before sending “marketing” communications to individuals?**

Generally, yes.[[26]](#footnote-26) Materials or communications that encourage recipients to use or purchase goods or services generally qualify as “marketing” that would require authorization from the patient.[[27]](#footnote-27) However, there are many exceptions, including but not limited to face-to-face communications (even when done for marketing purposes)[[28]](#footnote-28) and recommendations of alternative treatments, therapies, providers, or settings of care.[[29]](#footnote-29) Communications describing health-related products, services, or providers already covered in a patient’s benefit plan also do not qualify as marketing.[[30]](#footnote-30) Additionally, no authorization is required to communicate with enrollees about “health-related products or services available only to a health plan enrollee that add value to, but are not part of, a plan of benefits.”[[31]](#footnote-31) This kind of communication commonly discusses products and services the patient is eligible for, but which the carrier does not pay for,[[32]](#footnote-32) such as discounts on vision products of health club memberships.

**When may a provider accept money for health information?**

The HITECH Act explicitly prohibits the sale of PHI,[[33]](#footnote-33) and specifically states that this prohibition extends to electronically stored health records.[[34]](#footnote-34) There are, however, several exceptions to this prohibition. Thus, a covered entity may, without an authorization, receive remuneration in exchange for protected health information for:

• Public health activities;

• Research, provided that the amount of remuneration reflects the costs of preparation and transmittal of the protected health information;

• Treatment;

• “[S]ale, transfer, merger, or consolidation of all or part of the covered entity with another covered entity . . . and due diligence related to such activity,”[[35]](#footnote-35)

• Remuneration paid to a business associate for conducting activities “at the specific request of the covered entity [and] pursuant to a business associate agreement;”

• An individual’s copy of his/her own protected health information in a designated record set, pursuant to 45 C.F.R. § 164.524; and

• Other purposes permitted by HHS regulation.

A covered entity may sell protected health information pursuant to an authorization that acknowledges receipt of remuneration.[[36]](#footnote-36) A covered entity may also include protected health information in the “sale, transfer, merger, or consolidation of all or part of the covered entity with another covered entity . . . and [may use and disclose protected health information for] due diligence related to such activity.”[[37]](#footnote-37)

**How does remuneration affect the need for patient authorization?**

The HITECH Act has narrowed the scope of communications for which a covered entity may use or disclose PHI, such that when the entity making the communication is paid (either directly or indirectly) for it, the entity must first get authorization even if the communication would otherwise qualify as an exception to the general prohibition. [[38]](#footnote-38) Health plans may still make communications that otherwise qualify as an exception to the definition of marketing, provided that the health plan receives no payment for the communication.

The HITECH Act also provided three exceptions to this rule against receiving remuneration for such communications:

1. A business associate may be paid for making a communication on behalf of a covered entity that qualifies as an exception to the definition of marketing, so long as making the communication is consistent with the applicable business associate contract.[[39]](#footnote-39)

2. Communications that describe “only a drug or biologic that is currently being prescribed for the recipient” may be paid for, so long as the payment is a reasonable amount.[[40]](#footnote-40)

3. A communication that promotes any product or service may be paid for, so long as the entity sending the communication obtains proper authorization beforehand.[[41]](#footnote-41) Each recipient must sign an authorization explicitly acknowledging that the covered entity will be receiving payment for the communication.[[42]](#footnote-42)

## What is required for a valid patient authorization under the UHCIA?

To be valid, a patient authorization must generally:[[43]](#footnote-43)

* Be in writing.
* Be signed and dated by the patient.
* Identify the nature of information to be disclosed.
* Identify the name, and institutional affiliation of the person, or class of persons, to whom the information is to be disclosed.
* Identify the provider, or class of providers, who is to make the disclosure.
* Identify the patient.
* Contain an expiration date or an expiration event related to the patient or the purpose of the disclosure.

Must explicitly acknowledge that a covered entity will receive remuneration for the use or disclosure of patient information, if the covered entity plans to do so.[[44]](#footnote-44)

NOTE: The HIPAA Privacy Rules also require a description of each purpose of the requested use or disclosure. The statement “at the request of the individual” is a sufficient description of the purpose when an individual initiates the authorization and does not, or elects not to, provide a statement of the purpose.[[45]](#footnote-45) In addition, the Privacy Rules require that the authorization be written in plain language, [[46]](#footnote-46) and that a copy of the authorization be given to the patient if the physician seeks an authorization for use or disclosure.[[47]](#footnote-47)

**What other statements do the HIPAA Privacy Rules require a valid authorization to include?**

The HIPAA Privacy Rules require that an authorization must contain statements to place the patient (or representative) on notice of:[[48]](#footnote-48)

* The individual’s right to revoke the authorization in writing, and either (i) the exceptions to the right to revoke and a description of how the individual may revoke the authorization; or (ii) a reference to the privacy notice (see below) posted in the physician’s office if the notice includes the rights related to revocation of an authorization.
* The ability or inability to condition treatment, payment, enrollment, or eligibility for benefits on the authorization; and
* The potential for information disclosed pursuant to the authorization to be subject to re-disclosure by the recipient, which would no longer be protected under the HIPAA Privacy Rules.

**Must the physician retain a copy of an authorization for release of health care information?**

Yes. A health care provider or health care facility must retain the original or a copy of each authorization (or revocation) pertaining to release of health care information.[[49]](#footnote-49)

## How long is a patient authorization to release information valid?

A patient authorization to release information is valid until the expiration date or the expiration event noted in the authorization.[[50]](#footnote-50) However, when the authorization permits disclosure to a financial institution or an employer of the patient for purposes other than payment, the authorization as it pertains to those disclosures shall expire 90 days after the authorization is signed, unless renewed by the patient.[[51]](#footnote-51)

**When may a patient revoke an authorization to disclose health care information?**

A patient may revoke in writing an authorization to release health care information at any time, unless the physician has already taken action in reliance on the authorization or disclosure of information is required for matters related to payments for care that has already been provided to the patient.[[52]](#footnote-52) An authorization is no longer valid if it is revoked in writing by the patient before the physician has taken substantial action in reliance on the authorization.[[53]](#footnote-53)

## May a physician be held liable for disclosing information pursuant to a revoked authorization?

Yes, if the health care provider had actual notice that the authorization had been revoked. A patient may not maintain an action against a health care provider, however, for disclosures made in good faith reliance on an authorization if the health care provider had no actual notice that the authorization had been revoked.

**What is a breach under HIPAA?**

A breach can refer to any acquisition, access, use, or disclosure of patient information (be it the patient’s name, address, SSN, or other identifying information[[54]](#footnote-54) or health information[[55]](#footnote-55) ) in a manner not permitted by HIPAA. There is a presumption that any impermissible use or disclosure of such information constitutes a breach, which then requires the covered entity to notify the proper parties.[[56]](#footnote-56)

The covered entity may overcome this presumption by demonstrating that there is “a low probability” of risk that the information has been compromised. Patients must be notified of a breach, therefore, in every situation when PHI is acquired, accessed, used, or disclosed in a manner not permitted under the Privacy Rule, *except* when a covered entity (or Business Associate, when applicable) demonstrates that there is a low probability that the PHI has been compromised, using an objective risk assessment, based upon at least the following four factors, [[57]](#footnote-57) unless regulatory exclusions apply (see exclusions discussed in the next paragraph):

1. “The nature and extent of the PHI involved, including the types of identifiers and the likelihood of re-identification,
2. The unauthorized person who used the PHI or to whom the disclosure was made,
3. Whether the PHI was actually acquired or viewed, and
4. The extent to which the risk to the PHI has been mitigated.

The covered entity should document and retain the risk assessment in which they engage, and should note additional factors they considered when assessing the risk.

**What are the exclusions; what *is not* considered a breach?**

There are three exceptions to the general breach rule:

1. The unintentional use of the information by member of the covered entity’s workforce;[[58]](#footnote-58)
2. Inadvertent disclosure by the covered entity to authorized person;[[59]](#footnote-59) and
3. When the recipient does not retain the protected health information.[[60]](#footnote-60)

It should be noted that the final rule has removed a prior exception that existed for the disclosure of data, so long as the disclosed information did not include any dates of birth or zip codes. Now, a covered entity should always perform a risk assessment after any improper use or disclosure of PHI to determine whether a breach notification should be given.

**What must a medical practice do in the event of a breach and when?**

When a covered entity such as a medical practice discovers a breach, it is required to notify the affected individuals, HHS, and – if appropriate – the media.[[61]](#footnote-61) A covered entity needs to keep a record of discovered breaches affecting less than 500 patients, which is submitted to and published by HHS.[[62]](#footnote-62)

The covered entity is ultimately responsible for notifications, regardless of any business associate involvement or fault. Business associates are responsible only for informing the covered entity of any discovered breach. Media outlets are not required to print or broadcast these notifications, and covered entities are not required to pay for notifications to be printed or broadcast. Covered entities are, however, required to deliver notice, such as a press release, directly to the prominent media outlets being notified.[[63]](#footnote-63) Finally, in the event that a notice to a patient is returned to the covered entity as undeliverable, either direct written notice using updated contact information or substitute notice (consistent with regulatory guidelines) must be given within the original 60-day deadline.[[64]](#footnote-64)

**Does a patient have a right to be informed of other disclosures of health care information?**

Yes. A patient has a right to receive an accounting of disclosures of health care information made by a health care provider or a health care facility in the six years before the date on which the accounting is requested, except for disclosures:[[65]](#footnote-65)

* To carry out treatment, payment, and health care operations.
* To the patient, of his or her own health care information.
* Incident to a use or disclosure that is otherwise permitted.
* Pursuant to a valid authorization where the patient authorized the disclosure of health care information about himself or herself.
* Of directory information.
* To persons involved in the patient’s care.
* To authorized federal officials for certain national security or intelligence purposes.
* To correctional institutions or law enforcement officials having lawful custody of the person if necessary for certain purposes.
* Of a limited data set that excludes direct identifiers of the patient or of relatives, employers, or household members of the patient when done so for certain limited purposes.

**How must a physician respond to a patient’s request for an accounting?**

Within 60 days after receipt of a request for an accounting, a physician must provide the accounting requested. If unable to do so within 60 days, the physician may extend the time by no more than 30 days provided that, within the initial 60 days, the physician provides the patient with a written statement of the reasons for the delay and the date by which the accounting will be provided.[[66]](#footnote-66) Only one such request for an extension is allowed under HIPAA.[[67]](#footnote-67)

**What must be included in an accounting?**

The accounting must be in writing and must include:[[68]](#footnote-68)

* The date of disclosure.
* The name of the entity or person who received the protected health information and, if known, the address.
* A brief description of the protected health information disclosed.
* A brief statement of the purpose of the disclosure that reasonably informs the patient of the basis for the disclosure or a copy of the written request.

**May a physician charge for providing an accounting?**

The first request for an accounting in any 12-month period must be provided without charge.[[69]](#footnote-69) Any additional request in the same 12-month period may be subject to a reasonable, cost-based fee provided that the physician informs the patient in advance of the fee and provides the patient the opportunity to withdraw or modify the request in order to avoid or reduce the fee.[[70]](#footnote-70)

## Is a specific authorization required for release of some types of health care information?

Yes. Laws other than the UHCIA and HIPAA require specific authorizations for the release of:

* Records of mental health services.[[71]](#footnote-71)
* Records of drug or alcohol abuse treatment and rehabilitation.[[72]](#footnote-72)
* Information regarding AIDS and other sexually transmitted diseases.[[73]](#footnote-73) See **AIDS/HIV/STD.**

Also, a separate authorization is required for the release of psychotherapy notes.[[74]](#footnote-74)

## When the patient is a minor, who must provide authorization for release of the minor’s health care information?

If the patient is a minor and is authorized to consent to health care without parental consent under federal or state law, only the minor may authorize the release of information pertaining to health care to which the minor lawfully consented.[[75]](#footnote-75) In cases where parental consent is required for the minor’s treatment, parental authorization is required for the release of the minor’s health care information.[[76]](#footnote-76) See **MINORS, TREATMENT OF** for circumstances in which a minor is authorized to consent to health care.

## May a parent obtain access to a child’s health care information?

In some circumstances, yes. A minor’s parent may obtain access to information pertaining to health care of the minor for which parental consent was required.[[77]](#footnote-77) A parent may not, without the minor’s consent, obtain access to information about health care of the minor which the minor could obtain without parental consent under state or federal law.[[78]](#footnote-78) See **MINORS, TREATMENT OF**.

## When the parents of a child are legally separated or divorced, which parent is entitled to access to the child’s health care information?

Absent a court order to the contrary, each parent is entitled to have full and equal access to the health care records of the child which pertain to health care for which parental consent was required and neither parent may veto the access requested by the other parent.[[79]](#footnote-79)

## Who may authorize release of health care information concerning a deceased patient?

The personal representative of the deceased patient or, if there is no personal representative, a person who would have been authorized to make health care decisions for the deceased patient when the patient was alive may authorize the release of health care information about the deceased patient.[[80]](#footnote-80) Recent amendments to the Privacy Rule now limit the period for which covered entities must protect health information to 50 years after the patient’s death.[[81]](#footnote-81) Additionally, now a covered entity may disclose a patient’s information to family members and other individuals who were involved in a patient’s care or payment for care prior to death – but who were not the decedent’s personal representative - after the patient’s death.[[82]](#footnote-82) These kinds of disclosures are permitted, but not required, and need to be relevant to the requesting individual’s involvement. If a physician questions the relationship between the decedent and the requesting individual, the physician may refuse to disclose the information.

## May a physician disclose health care information to another health care provider without the patient’s authorization?

In certain circumstances, yes. A physician may disclose health care information to another health care provider without the patient’s authorization to the extent the health care provider needs to know the information in the following circumstances:[[83]](#footnote-83)

* If the health care provider is assisting the physician in the delivery of health care and the physician reasonably believes that the health care provider will not use or disclose the health care information for another purpose and will take appropriate steps to protect the information.
* If the physician reasonably believes that the health care provider is providing health care to the patient.
* To the extent necessary to provide health care to the patient if the physician reasonably believes that the health care provider previously provided health care to the patient and if the patient has not instructed the physician in writing not to make such a disclosure.
* If the health care provider is the successor in interest to the physician.

## May a physician disclose health care information to a patient’s family members without the patient’s authorization?

In certain circumstances, yes. If the patient is present or otherwise available prior to such disclosure, the physician may disclose health information if he or she obtains the patient’s oral agreement, provides the patient with an opportunity to object and the patient does not object, or the physician reasonably infers from the circumstances, based on professional judgment, that the patient does not object.[[84]](#footnote-84) If the patient is not present or otherwise available a physician may disclose health care information without the patient’s authorization to immediate family members of the patient or to any other individual with whom the patient is known to have a close personal relationship if in the exercise of professional judgment the physician determines that disclosure is in the patient’s best interest and the disclosure is limited to that information directly relevant to the person’s involvement with the patient’s health care, unless the patient has instructed the physician in writing not to make such disclosure.[[85]](#footnote-85)

## Are there other circumstances where a physician may disclose a patient’s health care information without the patient’s consent?

Yes. Both the UHCIA and HIPAA delineate various other circumstances under which disclosure of health care information may be made without patient consent or authorization.[[86]](#footnote-86) The circumstances under which such disclosures may be made are fact-specific, sometimes complicated, and not necessarily the same under both statutes. What may be permissible under the UHCIA is not always permissible under HIPAA and vice versa. With that caveat, the following is a general listing of the other types of disclosures that may be permissible under the UHCIA or HIPAA without patient consent under the right circumstances.

Under the UHCIA, a physician may disclose health care information about a patient without the patient’s consent to the following persons to the extent they need to know the information:

* To any person who requires health care information for health care education.[[87]](#footnote-87)
* To any person who requires the health care information to provide planning, quality assurance, peer review, or administrative, legal, financial or actuarial services to the physician.[[88]](#footnote-88)
* To any person when the physician reasonably believes the disclosure will avoid or minimize an imminent danger to the health or safety of the patient or any other individual, but there is no obligation to do so.[[89]](#footnote-89)
* To a person for use in a research project that an institutional review board has determined is of sufficient importance to outweigh the intrusion into the privacy of the patient and cannot be done as a practical matter without the use or disclosure of health care information in individually identifiable form, provided certain safeguards against redisclosure are in place.[[90]](#footnote-90)
* To a person who obtains information for purposes of an audit, if the person agrees in writing to remove or destroy, at the earliest practical opportunity, information that would enable the patient to be identified and not to disclose the information further, except to accomplish the audit or to report unlawful or improper conduct involving fraud in payment for health care by the physician or the patient, or other unlawful conduct by the physician.[[91]](#footnote-91)
* To an official of a penal or other custodial institution in which the patient is detained.[[92]](#footnote-92)
* To federal, state, or local law enforcement authorities if the health care provider believes in good faith that the health care information disclosed constitutes evidence of criminal conduct that occurred on the premises of the health care provider.[[93]](#footnote-93)
* To another health care provider, health care facility or third-party payor that has a relationship with the patient whose health care information is being requested, if the disclosure is for the purpose of conducting quality assessment and improvement activities, reviewing the competence or qualifications of health care professionals, evaluating practitioner, provider, and third-party payor performance, or conducting training programs.[[94]](#footnote-94)
* For payment.[[95]](#footnote-95)

Under the UHCIA, a health care provider or hospital may also report to fire, police, sheriff, or another public authority, that brought a patient to a health care facility or health care provider the patient’s name, residence, sex, age, occupation, condition, diagnosis, or extent and location of injuries, whether a patient was conscious when admitted, and the actual or estimated date of discharge.[[96]](#footnote-96)

Under HIPAA, a physician may disclose health care information about a patient without the patient’s authorization under certain circumstances:[[97]](#footnote-97)

* When required by law.
* For public health activities.
* When a victim of abuse, neglect or domestic violence.
* For health oversight activities.
* For judicial and administrative proceedings.
* For law enforcement proceedings.
* About decedents.
* For cadaveric organ, eye or tissue donation procedures.
* For research purposes.
* To avert a serious threat to health or safety.
* For specialized government functions.
* For worker’s compensation.

Because the determination of whether the UHCIA and HIPAA permit disclosure of a patient’s health care information under any of these circumstances is a fact-specific inquiry that can be quite complicated, physicians are well-advised to consult with legal counsel or someone else well-versed in the UHCIA and the HIPAA regulations before disclosing information in such circumstances without patient authorization.

## Under what circumstances must a physician disclose health care information about a patient without the patient’s consent?

A physician must disclose health care information about a patient without the patient’s consent if the disclosure is:

* To federal, state, or local public health authorities, when the physician is required by law to make the report, or when the disclosure is needed either to determine compliance with state or federal licensure laws or to protect the public health.[[98]](#footnote-98)
* To federal, state, or local law enforcement authorities when the health care provider is required to make the disclosure by law.[[99]](#footnote-99) See **REPORTING REQUIREMENTS.**
* To federal, state, or local law enforcement authorities, when a patient receives treatment for an injury from a firearm, knife or other sharp object, or a blunt force injury that the authorities reasonably believe resulted from a criminal act.[[100]](#footnote-100) The authorities must first make a request for such disclosure to a nursing supervisor, administrator, or designated privacy official.[[101]](#footnote-101) The information to be disclosed, if known, includes the patient’s name, address, sex, age, condition, diagnosis or extent and location of injuries, whether the patient was conscious upon admission, the name of the health care provider treating the patient, whether the patient has been transferred to another facility, and the patient’s discharge time and date.[[102]](#footnote-102)
  + To county coroners and medical examiners for investigation of death.[[103]](#footnote-103)
  + Pursuant to compulsory process, such as a properly issued subpoena or a court order.[[104]](#footnote-104) See **SUBPOENAS.**

## How must a physician respond to a patient’s request to examine or copy his or her own medical records?

A physician must respond to a patient’s written request to examine or copy his or her records no later than 15 working days after the written request is received.[[105]](#footnote-105) If the request is made orally, the physician must respond within 30 days of the oral request unless the information is not maintained or accessible on site, in which case the physician must respond within 60 days of the oral request.[[106]](#footnote-106) A physician may require requests for access or copies of records to be made in writing as long as the physician informs patients of the requirement in advance, such as by including notice of this requirement in the physician’s Notice of Privacy Practices.[[107]](#footnote-107)

In responding to a request to examine or copy records, the physician must do one of the following:[[108]](#footnote-108)

* Make the information available for examination during regular business hours and provide a copy, if requested, to the patient.
* Inform the patient that the information does not exist or cannot be found.
* Provide the name and address of the health care provider who maintains the patient’s records if the health care provider receiving the request from the patient does not maintain the records.
* Specify in writing the reasons why handling the request will be delayed and the earliest date on which the information will be available for examination or copying. When responding to a written request, that date may not be later than 21 working days after receiving the written request for examination or copying. When responding to an oral request, where the delay is for any reason other than the fact that the information is not maintained or accessible on site, the physician may extend the time for response by 30 days provided the physician provides the written explanation for the delay within the initial 30-day period for response.
* Deny the request or any part of the request and inform the patient.

If the patient requests, the physician must provide an explanation of any code or abbreviation used in the health care information.[[109]](#footnote-109)

A physician is not required to create a new record or reformulate an existing record in order to respond to a patient’s request to examine or copy his or her own records.[[110]](#footnote-110)

## When may a physician deny a patient access to his or her medical records?

Under the UHCIA, a physician may deny access to health care information to a patient if:[[111]](#footnote-111)

* Knowledge of the health care information would be injurious to the health of the patient.
* Knowledge of the health care information could reasonably be expected to allow a patient to identify an individual who provided the information in confidence under circumstances in which confidentiality was appropriate.
* Knowledge of the health care information could be expected to cause danger to the life or safety of any individual.
* The health care information was compiled and used solely for litigation, quality assurance, peer review, or administrative purposes.
* Access to the health care information is otherwise prohibited by law.

## Under HIPAA, a patient does not have a right of access to inspect and obtain a copy of psychotherapy notes.[[112]](#footnote-112) Washington State law also places restrictions on disclosure of mental health records.[[113]](#footnote-113)

## What must a physician do if the physician denies a patient’s request to examine or copy the patient’s medical record?

If a physician denies a request for examination and copying of any portion of the patient’s health care information, the physician must, to the extent possible, segregate out the health care information for which access was denied and permit the patient to examine or copy the rest.[[114]](#footnote-114)

If examination or copying of health care information is denied because it would be injurious to the health of the patient or because it would cause danger to the life or safety of another individual, the physician must inform the patient that the patient has a right to select another health care provider, who is licensed to treat the patient for the same condition, to review the information. If the patient selects another qualified provider to review the record, the physician must provide the information to that health care provider.[[115]](#footnote-115)

The physician must provide a written statement advising the patient of the basis of the denial, the right to have the denial reviewed, how to have the denial reviewed, and how to make a complaint to the physician or to the Secretary of Health and Human Services, including the name or description of the contact person and phone number.[[116]](#footnote-116)

## May a physician charge for responding to a patient’s request or a subpoena for copies of the patient’s medical record?

Yes. A physician may charge a reasonable cost-based fee including only the cost of supplies for and labor of copying, not to exceed actual cost, and postage (if the patient has requested the records be mailed, for responding to a patient’s request or a subpoena for copies of the patient’s medical record.[[117]](#footnote-117) Under Washington State law, effective through June 30, 2013, such “reasonable fee” may include a clerical fee not to exceed $23.00 for searching and handling the records, labor, and copying charges not to exceed $1.04 per page for the first 30 pages, and $0.79 per page for additional pages.[[118]](#footnote-118) These maximum charges are subject to adjustment by the Secretary of Health every two years. A physician is not required to permit examination or copying until the fee is paid. Retail sales tax should be collected if a fee is charged for the release of records. Finally, if the party requesting the records requests or agrees to receive in lieu of the records an explanation or summary, and the individual agrees in advance, the physician may charge a reasonable cost-based fee for preparing the explanation or summary.[[119]](#footnote-119)

If editing of the records is required by statute and is done by the physician, the physician may charge a fee equal to the usual and customary charge for a basic office visit.[[120]](#footnote-120)

## May a patient request that a physician correct or amend the patient’s medical record?

Yes. A patient may request that his or her record be corrected or amended.[[121]](#footnote-121)

## What must a physician do upon receipt of request to correct or amend a patient’s record?

A physician, within 10 days of receiving a patient’s written request to correct or amend the patient’s record, must take one of the following five actions:[[122]](#footnote-122)

* Make the requested correction or amendment and inform the patient.
* Inform the patient that the record no longer exists or cannot be found.
* Inform the patient of the name and address of the person who maintains the record.
* Inform the patient of the reasons for delay in handling the patient’s request and inform the patient, in writing, of the earliest date on which action will be taken on the patient’s request. The action must be taken not later than 21 days after receiving the written request.
* Inform the patient in writing of the physician’s refusal to correct or amend the record and the patient’s right to add a statement of disagreement.

If the request to correct or amend is made orally, then the physician has 60 days to take one of the following three actions:[[123]](#footnote-123)

* + Make the requested correction or amendment and so inform the patient.
  + Inform the patient in writing, in plain language, of the physician’s refusal to correct or amend the record and the patient’s right to add a statement of disagreement.
  + Provide the patient with a written statement explaining the reasons why the physician is unable to act within the 60 days, and the date by which the physician will respond to the request. Such new date cannot extend the time for response by more than 30 days, and the physician may have no more than one such 30-day extension.

A physician may require patients to make requests to correct or amend in writing as long as the physician informs the patient of the requirement in advance, such as by including notice of this requirement in the physician’s Notice of Privacy Practices.[[124]](#footnote-124)

## If a physician agrees to make the patient’s proposed correction or amendment, what must the physician do?[[125]](#footnote-125)

In making a correction or amendment requested by a patient, a physician must:

* Add the amending information as part of the medical record.
* Mark the challenged entry or entries as corrected or amended and indicate where in the record the corrected or amended information may be found.
* Obtain the patient’s identification of, and agreement for notification to be made to, persons with whom the amendment needs to be shared.

## If a physician refuses to make the patient’s proposed correction or amendment, what must the physician do?

If the physician refuses to make the patient’s proposed correction or amendment, the physician must:[[126]](#footnote-126)

* Advise the patient of the right to submit a written statement disagreeing with the denial and how to file such a statement.
* Advise the patient that, if the patient does not submit a statement of disagreement, the patient may request the physician provide the patient’s request for amendment or correction and the denial with any future disclosures of information that is the subject of the request for correction or amendment.
* Provide the patient with a description of how the patient may complain to the physician or to the Secretary of the Department of Health and Human Services, including the name or title and telephone of the contact person.
* Permit the patient to file as part of the medical record a concise statement of the requested correction or amendment and the reasons for it. The physician may prepare a rebuttal statement, but must provide a copy to the patient.
* Mark the challenged entry to indicate that the patient claims the entry is inaccurate or incomplete and indicate where in the record the patient’s statement of disagreement may be found.

## Must a physician notify anyone of a correction or amendment to, or a refusal to correct or amend a patient’s medical record?

Yes. A physician must forward any change made in a health care information or medical record to a third party payor or insurer to which the physician had previously disclosed the health care information that is the subject of the patient’s request to correct or amend.[[127]](#footnote-127) The physician must also obtain the patient’s identification of, and agreement to have the physician notify, relevant persons with whom the amendment needs to be shared.[[128]](#footnote-128)

## What is required before a physician may respond to an attorney’s discovery request or subpoena for health care information about a patient?

Under the UHCIA, an attorney must provide 14 days advance notice to the physician and to the patient or the patient’s attorney, through service of process or first class mail, before the attorney may serve a discovery request or subpoena on a health care provider for health care information about a patient.[[129]](#footnote-129) The advance notice must contain the following information:[[130]](#footnote-130)

* The name of the physician from whom the information is sought.
* What health care information is sought.
* The date by which a protective order must be obtained to prevent the physician from complying with the discovery request or subpoena.

The advance notice provision is designed to give the patient and the physician adequate time to seek a protective order in the event they wish to limit or prevent the disclosure of health care information.

Absent written consent of the patient, a physician who receives a discovery request or subpoena from an attorney for health care information may not disclose the health care information if the attorney has not complied with the advance notice requirement.[[131]](#footnote-131)

If the attorney has complied with the advance notice requirement and no protective order has been issued by a court, the physician must disclose the requested information.[[132]](#footnote-132)

If the physician complies with the discovery request or subpoena, the discovery request or subpoena must be made a part of the patient’s record.[[133]](#footnote-133)

The notice of intent procedure under the UHCIA should satisfy the corresponding requirements under HIPAA.[[134]](#footnote-134)

## Must a physician, when releasing a record, provide a certification of record upon request?

Yes. Under the UHCIA, upon the request of the person requesting the record, a physician must certify the record and may charge a fee of $2.00 for such certification.[[135]](#footnote-135) The physician need not certify the record until the fee is paid. The certification must be attached to the record and must contain:[[136]](#footnote-136)

* The identity of the patient.
* The kind of health care information involved.
* The identity of the person to whom the information is being furnished.
* The identity of the physician or facility furnishing the information.
* The number of pages of the health care information.
* The date on which the health care information is furnished.
* That the certification is to fulfill and meet the certification requirements of the UHCIA.

## May a physician discuss a patient with an attorney, other than the physician’s own attorney, without the patient’s consent?

Generally, no. A physician may not discuss a patient’s health care information with an attorney, other than the physician’s own attorney, without a signed patient authorization, a subpoena issued in compliance with the requirements of the UHCIA, or a court order.[[137]](#footnote-137) This general rule, however, does not apply in workers’ compensation cases.[[138]](#footnote-138) See **WORKERS’ COMPENSATION**.

**May a physician discuss a patient with the physician’s own attorney without the patient’s consent?**

Generally, yes. But before doing so the physician should obtain a signed HIPAA-compliant business associate agreement with the attorney.[[139]](#footnote-139)

**Who is considered a business associate?**

The revised Privacy Rules which went into effect in 2013 have expanded the kinds of entities that are considered business associates, and make business associates liable for certain HIPAA violations. Business associates are persons or entities, other than employees, who on behalf of the physician perform or assist in performing a function or activity that involves the use or disclosure of protected health information maintained by the physician. Examples of business associates include a physician’s billing agent, attorney, accountant, and collection agency, but do not include the physician’s employees. Under the 2013 changes, business associates are subject to the same provisions of the Privacy and Security Rules in the same way that covered entities are, and as such, may be subject to the same civil and criminal penalties that covered entities are.[[140]](#footnote-140)

Where provided, the standards, requirements, and implementation specifications of the HIPAA Privacy, Security, and Breach Notification Rules also apply to business associates, not just the covered entity.[[141]](#footnote-141)Any person or entity (other than an employee of the covered entity) who creates, receives, maintains, or transmits PHI on behalf of the covered entity is considered a business associate.[[142]](#footnote-142) The 2013 changes have added the word “maintains” to the definition, so that entities that never or infrequently view the PHI they maintain are still responsible for its security. This will include subcontractors who create, receive, maintain or transmit PHI on behalf of a business associate.[[143]](#footnote-143) Covered entities are not required to enter into Business Associate Agreements with subcontractors, but the business associate *is* required to do so.

**What is a business associate agreement?**

A business associate agreement is a document that sets forth the obligations a business associate must meet in order to adequately protect health information the business associate may receive from the physician.[[144]](#footnote-144) Physicians are required to have business associate agreements in place with all of their business associates with whom they share patients’ protected health information.[[145]](#footnote-145) Business associates are persons or entities, other than employees, who on behalf of the physician perform or assist in performing a function or activity that involves the use or disclosure of protected health information maintained by the physician. Examples of business associates include a physician’s billing agent, attorney, accountant, and collection agency, but do not include the physician’s employees. Under the 2013 changes, business associates are subject to the same provisions of the Privacy and Security Rules in the same way that covered entities are, and as such, may be subject to the same civil and criminal penalties that covered entities are.[[146]](#footnote-146)

A HIPAA-compliant sample business associate agreement may be found at <http://www.hhs.gov/ocr/privacy/hipaa/understanding/coveredentities/contractprov.html>.

**When does a physician need to obtain a business associate agreement?**

A physician needs to obtain a signed business associate agreement from every business associate with which the physician may share protected health information in order for the business associate to perform or assist in performing a function on behalf of the physician.[[147]](#footnote-147) Under the 2013 changes, business associates are now just as responsible for the creation of a complying business agreement as any covered entity. Interestingly, if the business associate becomes aware that the covered entity with whom the business associate has contracted is violating its obligations under the agreement, the business associate must then take reasonable steps to cure the breach, terminate the agreement, or notify the Secretary.[[148]](#footnote-148)

**What security steps are business associates required to take?**

Business associates must comply with the administrative, physical and technical safeguards outlined in 45 C.F.R. §§ 164.308, 164.310, and 164.312. These include, but are not limited to, the following:

(a) Appointing a security official;

(b) Adopting policies and procedures to prevent, detect, and correct

security violations;

(c) Conducting risk assessments;

(d) Implementing a risk management program;

(e) Establishing access controls; and

(f) Implementing a security awareness and training program.[[149]](#footnote-149)

In addition, business associates must implement written policies and

procedures to comply with the administrative, physical and technical safeguards,

document activities or assessments undertaken to comply with the rule, and retain such documentation for at least six years.[[150]](#footnote-150)

The HITECH Act has set forth its own requirements for business associates to comply with, and has also expanded the Privacy Rule[[151]](#footnote-151) such that it now also applies to business associates.[[152]](#footnote-152) In this way, the new changes make business associates vicariously liable for the conduct of the covered entity with whom they contract, if the business associate knows that that the covered entity is acting ijn violation of the agreement and does not take corrective action.

## Under the UHCIA, what type of notice regarding medical record disclosure must be made to patients?

Under the UHCIA, physicians must provide notice to patients stating substantially the following:[[153]](#footnote-153)

“We keep a record of the health care services we provide you. You may ask us to see and copy that record. You may also ask us to correct that record. We will not disclose your record to others unless you direct us to do so or unless the law authorizes or compels us to do so. You may see your record or get more information about it at \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.”

This notice must be given by posting it in a conspicuous place, including it on a consent form, providing it with billing or otherwise directly sending it to patients.[[154]](#footnote-154)

**Under HIPAA, what type of notice regarding disclosure of health care information must be given to patients?**

Under HIPAA, a physician must provide each patient, no later than the first date of service or, in the case of emergency, as soon as practicable, with a copy of the physician’s Notice of Privacy Practices, and should obtain an acknowledgment of receipt.[[155]](#footnote-155) The Notice of Privacy Practices must also be posted in a clear and prominent location, and a copy must be made available on request.[[156]](#footnote-156) Whenever the Notice of Privacy Practices is revised, a copy of the new notice must be made available in the physician’s office.[[157]](#footnote-157)

The Notice of Privacy Practices must be written in plain language and is to provide notice to patients of the uses and disclosures of protected health information that may be made by the physician and of the patient’s rights and the physician’s legal duties with respect to protected health information.[[158]](#footnote-158) Beginning on September 23, 2013, providers will be required to expand what is included in the Notice of Privacy Practices provided to their patients.[[159]](#footnote-159) Notices must clearly explain patients’ rights to restrict disclosures, the type of disclosures that would require a patient’s authorization, and their rights as individual patients to opt out of certain disclosures (see information on fundraising immediately below).[[160]](#footnote-160) Additionally, the covered entity must now inform patients about their rights to notice if there is an information breach, as well as their rights regarding the use of their genetic information for health plan underwriting purposes.[[161]](#footnote-161) In addition to these new requirements, HIPAA sets forth a very long list of items that must be included in the Notice of Privacy Practices that are too detailed to be included in this Guide.[[162]](#footnote-162) Covered entities not in compliance with these new requirements after September 23, 2013 risk facing patient complaints, governmental investigations, and civil and criminal penalties.[[163]](#footnote-163) For assistance in preparing a plain language Notice of Privacy Practices, please go to <http://www.hhs.gov/ocr/privacy/hipaa/understanding/coveredentities/notice.html>.

**Can a provider use patient information for fundraising purposes?**

There are six categories of health information that may be used and disclosed for the purpose of fundraising, even without a patient’s prior consent. These include:[[164]](#footnote-164)

* Patient demographic information
* Health insurance status
* Dates of patient health care services
* General department of service information
* Treating physician information
* Outcome information

Despite this, patients must still be given the ability to “opt out” of fundraising. Providers must either tell or provide in writing an explanation of the patient’s right to opt out that:

* Is clear, written in plain language, and a conspicuous part of the materials provided to the patient
* Describes a simple way for the patient to opt out from receiving any other fundraising materials from the provider.

## What may happen if a physician fails to comply with requirements of the UHCIA?

If a physician fails to comply with UHCIA requirements, a patient may bring a lawsuit against a physician who fails to comply with the requirements of the UHCIA.[[165]](#footnote-165) In such a lawsuit, the patient may obtain a court order compelling the physician to comply with the law and may recover any actual damages sustained as a result of the physician’s failure to comply with the law.[[166]](#footnote-166) If the patient prevails, the patient may also recover reasonable attorneys’ fees and expenses incurred in bringing the action.[[167]](#footnote-167)

**What may happen if a physician fails to comply with HIPAA requirements?**

If a physician fails to comply with HIPAA requirements, a patient may file a complaint with the Office for Civil Rights (OCR), who may in turn investigate the physician.[[168]](#footnote-168) The physician must cooperate with the investigation and give the OCR access to the physician’s facilities, books, and records.[[169]](#footnote-169) Additionally, OCR is required to periodically audit covered entities and their HIPAA compliance.[[170]](#footnote-170) If the OCR finds that the physician has violated HIPAA, it may impose civil monetary penalties. of up to $100 per person for each violation, and up to $25,000 for violations of a single standard within the calendar year.[[171]](#footnote-171)

A new, four-level tiered civil money penalty structure has been created by the HITECH Act.[[172]](#footnote-172) Penalties are now assessed depending on the covered entity’s culpability;[[173]](#footnote-173) the minimum penalty amount for each violation has been is set at $100 for each HIPAA violation, and the maximum penalty has been increased to $1.5 million dollars annually.[[174]](#footnote-174) Additionally, covered entities may no longer avoid monetary penalties by using the affirmative defense that they did not know (and would not have known if they had been reasonably diligent) of the violation.[[175]](#footnote-175) Previously, the Secretary could not impose a monetary penalty if the covered entity could demonstrate that it did not know and could not have known of the violation, but this is no longer true.[[176]](#footnote-176)

State Attorneys General may now bring civil actions on behalf of the residents of the state, if it can be shown that the residents were harmed by a covered entity’s non-compliance.[[177]](#footnote-177)

Criminal penalties for wrongful disclosure of protected health information can also be imposed which, upon conviction, could result in fines of up to $50,000 and imprisonment for up to one year, or both.[[178]](#footnote-178) For criminal offenses involving conduct, the possible penalties include fines of up to $250,000 and imprisonment for up to 10 years.[[179]](#footnote-179)

## Does the UHCIA supersede all other special rules governing disclosure of health care information?

No. In particular, the UHCIA does not alter the terms and conditions of disclosure of health care information contained in statutes and regulations governing workers’ compensation, control and treatment of sexually transmitted diseases, mental health treatment, drug and alcohol abuse treatment, juvenile justice, or marital dissolutions.[[180]](#footnote-180)

## Under the UHCIA, how long must a physician maintain a record of existing health care information following receipt of a valid patient authorization?

Under the UHCIA, a record of existing health care information must be maintained for at least one year following receipt of a valid patient authorization, and during the pendency of a request for examination and copying or a request for correction or amendment.[[181]](#footnote-181) See also **RETENTION OF RECORDS**.

**Under HIPAA, how long must a physician maintain sufficient information to respond to a patient’s request for an accounting?**

HIPAA requires a physician to maintain sufficient information to respond to a patient’s request for an accounting of disclosures made during the six years preceding the request.[[182]](#footnote-182)

**What safeguards must physicians take to protect health care information?**

Physicians must take reasonable safeguards to ensure the confidentiality, integrity and availability of health care information they maintain.[[183]](#footnote-183) HIPAA’s Security Rule also imposes a wide range of obligations for maintaining the security of health care information which are beyond the scope of this Guide.[[184]](#footnote-184)

**Are there specific safeguards related to telephone or facsimile numbers that must be taken for the security of health care information?**

Yes, action must be taken to delete outdated and incorrect facsimile or other telephone numbers from computers, facsimile machines, or other databases.[[185]](#footnote-185) When transmitting health care information by facsimile to a recipient that is not regularly sent such information, the physician must verify that the number is accurate before transmitting the information.[[186]](#footnote-186)

**Where can more detailed information about the federal privacy and security regulations under HIPAA are obtained?**

More information about the HIPAA Privacy and Security Rules and related regulations may be obtained from the following web site: <http://www.hhs.gov/ocr/hipaa>.
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